
RESOLUTION 

of the 13th Scientific Conference 

of the International Information Security Research Consortium (IISRC) 

April 27, 2016 Garmisch-Partenkirchen 

 

1. The members of the Consortium have heard a number of topical reports and 

decided to include the following lines of research in the list of research 

projects for implementation in IISRC: 

 The rules of responsible behaviour of the States in Information space; 

 Ensuring the security of critical information infrastructure; 

 Development of an international system for monitoring of threats to 

international information security; 

 Countering the use of ICTs for interference in the internal affairs of 

sovereign States; 

 The rules of responsible behaviour of the private sector in Cyberspace; 

 Issues of the use of ICTs for military and political purposes; 

 Elaboration of forecasts and analytical models of Internet 

development; 

 Security, stability and resiliency of Global Internet Infrastructure. 

IISRC members have agreed to consider the possibility of their participation 

in these projects and to submit proposals in due course. 

2. The members of the Consortium have heard and discussed the report of 

E.Seitkulov on launching of Consortium website (http://iisrc.net/) and 

agreed to increase their efforts at filling the website with new content. 

3. The members of the Consortium have agreed to consider the possibility of 

providing methodological, research and information assistance to the 

Institute of Electronics and Telecommunications under the Kyrgyz State 

Technical University named after I.Razzakov to support the newly 

established analytical and educational center. 

4. The members of the Consortium have taken note of the upcoming scientific 

conferences organized by IISRC members in Kyrgyzstan and the United 

States. 

5. The members of the Consortium members have agreed to consider the 

applications of the International Institute for Strategic Studies (UK) and 

Cyber Policy Institute (Estonia) to join IISRC. 

http://iisrc.net/

